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the record status of working files in 
paper and electronic form; and 

(f) Policies and procedures for main-
taining series consisting of different 
media. 

§ 1222.30 When must agencies comply 
with the recordkeeping require-
ments of other agencies? 

Agencies must comply with record-
keeping requirements that are imposed 
government-wide by another agency 
with jurisdiction over the program or 
activity being conducted, e.g., require-
ments for records concerning haz-
ardous waste. Affected agencies must 
include these requirements in appro-
priate directives or other official 
issuances prescribing the agency’s or-
ganization, functions, or activities. 

§ 1222.32 How do agencies manage 
records created or received by con-
tractors? 

(a) Agency officials responsible for 
administering contracts must safe-
guard records created, processed, or in 
the possession of a contractor or a non- 
Federal entity by taking the following 
steps: 

(1) Agencies must ensure that con-
tractors performing Federal govern-
ment agency functions create and 
maintain records that document these 
activities. Agencies must specify in the 
contract Government ownership and 
the delivery to the Government of all 
records necessary for the adequate and 
proper documentation of contractor- 
operated agency activities and pro-
grams in accordance with requirements 
of the Federal Acquisition Regulation 
(FAR) (Office of Federal Procurement 
Policy Act of 1974 (Pub. L. 93–400), as 
amended by Pub. L. 96–83 41 U.S.C.), 
and, where applicable, the Defense Fed-
eral Acquisition Regulation Supple-
ment (DFARS) (48 CFR parts 200–299). 

(2) Records management oversight of 
contract records is necessary to ensure 
that all recordkeeping needs are met. 
All records created for Government use 
and delivered to, or under the legal 
control of, the Government must be 
managed in accordance with Federal 
law. In addition, electronic records and 
background electronic data specified 
for delivery to the contracting agency 
must be accompanied by sufficient 

technical documentation to permit un-
derstanding and use of the records and 
data. 

(3) Contracts that require the cre-
ation of data for the Government’s use 
must specify, in addition to the final 
product, delivery of background sup-
porting data or other records that may 
have reuse value to the Government. 
To determine what background sup-
porting data or other records that con-
tractors must deliver, program and 
contracting officials must consult with 
agency records and information man-
agers and historians and, when appro-
priate, with other Government agen-
cies to ensure that all Government 
needs are met, especially when the 
data deliverables support a new agency 
mission or a new Government program. 

(4) Deferred ordering and delivery-of- 
data clauses and rights-in-data clauses 
must be included in contracts when-
ever necessary to ensure adequate and 
proper documentation or because the 
data have reuse value to the Govern-
ment. 

(b) All data created for Government 
use and delivered to, or falling under 
the legal control of, the Government 
are Federal records subject to the pro-
visions of 44 U.S.C. chapters 21, 29, 31, 
and 33, the Freedom of Information Act 
(FOIA) (5 U.S.C. 552), as amended, and 
the Privacy Act of 1974 (5 U.S.C. 552a), 
as amended, and must be managed and 
scheduled for disposition only as pro-
vided in subchapter B. 

(c) Agencies must ensure that appro-
priate authority for retention of classi-
fied materials has been granted to con-
tractors or non-Government entities 
participating in the National Indus-
trial Security Program (NISP), estab-
lished under Executive order 12829, as 
amended, or a successor Order. 

§ 1222.34 How must agencies maintain 
records? 

Agencies must implement a records 
maintenance program so that complete 
records are filed or otherwise identified 
and preserved, records can be readily 
found when needed, and permanent and 
temporary records are physically seg-
regated from each other or, for elec-
tronic records, segregable. Agency 
records maintenance programs must: 
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(a) Institute procedures for orga-
nizing and storing records; 

(b) Maintain electronic, audiovisual 
and cartographic, and microform 
records in accordance with 36 CFR 
parts 1236, 1237, and 1238 of this sub-
chapter, respectively; 

(c) Assign responsibilities for mainte-
nance of records in all formats within 
each agency component, including des-
ignation of the officials that are re-
sponsible for maintenance and disposi-
tion of electronic records and manage-
ment of automated systems used for 
recordkeeping; 

(d) Institute reference and retrieval 
procedures and controls that: 

(1) Facilitate the finding, charging 
out, and refiling of records, including 
safeguards against loss during transit; 
and 

(2) Ensure that access to electronic 
records minimizes the risk of unau-
thorized additions, deletions, or alter-
ations; 

(e) Issue appropriate instructions to 
all agency employees on handling and 
protecting records; 

(f) Maintain records and nonrecord 
materials separately, in accordance 
with § 1222.16; 

(g) Maintain personal files separately 
from records in accordance with 
§ 1222.20; and 

(h) Comply with 36 CFR parts 1232 
and 1234 of this subchapter when stor-
ing records in a records facility. 

PART 1223—MANAGING VITAL 
RECORDS 

Sec. 
1223.1 What are the authorities for part 

1223? 
1223.2 What definitions apply to this part? 
1223.3 What standards are used as guidance 

for part 1223? 
1223.4 What publications are incorporated 

by reference in this part? 
1223.10 What is the purpose of part 1223? 
1223.12 What are the objectives of a vital 

records program? 
1223.14 What elements must a vital records 

program include? 
1223.16 How are vital records identified? 
1223.18 Must vital records be in a particular 

form or format? 
1223.20 What are the requirements for ac-

cessing vital records during an emer-
gency? 

1223.22 How must agencies protect vital 
records? 

1223.24 When can vital records be destroyed? 

AUTHORITY: 44 U.S.C. 3101; E.O. 12656, 53 FR 
47491; E.O. 13231, 66 FR 53063. 

SOURCE: 74 FR 51014, Oct. 2, 2009, unless 
otherwise noted. 

§ 1223.1 What are the authorities for 
part 1223? 

(a) The authorities for this part are 
44 U.S.C. 3101; Executive Orders 12656, 
Assignment of Emergency Prepared-
ness Responsibilities, and 13231, Crit-
ical Infrastructure Protection in the 
Information Age; and National Secu-
rity Presidential Directive (NSPD 51)/ 
Homeland Security Presidential Direc-
tive (HSPD–20) or applicable successor 
directives. These authorities require 
the head of each agency to make and 
preserve records that contain adequate 
and proper documentation of the orga-
nization and to perform national secu-
rity emergency preparedness functions. 

(b) These regulations are in conform-
ance with guidance provided in Federal 
Continuity Directive (FCD) 1, Federal 
Executive Branch National Continuity 
Program and Requirements, and FCD 2, 
Federal Executive Branch Mission Es-
sential Function and Primary Mission 
Essential Function Identification and 
Submission Process. 

§ 1223.2 What definitions apply to this 
part? 

(a) See § 1220.18 of this subchapter for 
definitions of terms used throughout 
subchapter B, including part 1223. 

(b) As used in part 1223— 
Cycle means the periodic removal of 

obsolete copies of vital records and 
their replacement with copies of cur-
rent vital records. This may occur 
daily, weekly, quarterly, annually or 
at other designated intervals. 

Disaster means an unexpected occur-
rence inflicting widespread destruction 
and distress and having long-term ad-
verse effects on agency operations. 
Each agency defines what a long-term 
adverse effect is in relation to its most 
critical program activities. 

Emergency means a situation or an 
occurrence of a serious nature, devel-
oping suddenly and unexpectedly, and 
demanding immediate action. This is 
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